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Abstract—Architectures are becoming more and more complex
to keep up with the increase of algorithmic complexity. To
fully exploit those architectures, dynamic resources managers
are required. The goal of dynamic managers is either to op-
timize the resource usage (e.g. cores, memory) or to reduce
energy consumption under performance constraints. However,
performance optimization being their main goal, they have not
been designed to be secure and present vulnerabilities. Recently,
it has been proven that energy managers can be exploited to
cause faults within a processor allowing to steal information from
a user device. However, this exploitation is not often possible
in current commercial devices. In this work, we show current
security vulnerabilities through another type of malicious usage
of energy management, experimentation shows that it is possible
to remotely lock out a device, denying access to all services and
data, requiring for example the user to pay a ransom to unlock
it. The main target of this exploit are embedded systems and we
demonstrate this work by its implementation on two different
commercial ARM-based devices.

I. INTRODUCTION

In the embedded system industry, energy management has

become a necessity to optimize system performance and

reduce energy consumption, improve system portability and

increase battery life.

An efficient energy manager is composed of a software algo-

rithm accompanied by a hardware counterpart. The software

part is generally a decision-making algorithm based on the

CPU load while the hardware part is responsible for applying

the decisions. The most used energy management mechanism

is Dynamic Voltage & Frequency Scaling (DVFS) [1]. This

mechanism allows to dynamically control the voltage and

frequency to reduce energy consumption by controlling the

processing speed. However, the voltage and frequency are

strongly linked to the processor stability and by maliciously

modifying them it has been proven that it is possible to inject

faults into the system without any physical access [2]. Fault

injection is a well known attack that was first introduced in

1996. By injecting faults during specific instructions of an

encryption algorithm it is possible to use Differential Faults

Analysis (DFA) to dramatically decrease the possible number

of keys to test. Using the built-in DVFS to force the device

into an unstable operation mode can result into injecting faults

into the device operation. However, it does not provide the

required precision to use DFA. In this work, we explore

malicious usages of DVFS and we show that if stealing

secret information exploiting energy management mechanisms

is hardly possible in today’s commercial devices, it is still

possible for an attacker to remotely lock out a device and

possibly ask for a ransom to make the device services and

data accessible again.

This work is proven through its implementation on two

current commercial ARM-based devices. First, this work is

implemented in a Samsung chip, using Exynos 5422 archi-

tecture [3] based on ARM v7 big.LITTLE [4] architecture.

This chip is widely used in the smartphone industry. Second,

this work is also implemented on a very recent Huawei chip

(from 2018); Kirin 960 System-on-Chip (SoC) using ARM

v8 technology. This later is a more sophisticated chip which

uses a separate co-processor to dynamically use DVFS. Our

implementations show the feasibility of the proposed technique

on both systems. The main contributions of this work are:

• The exploration of the feasibility of a malicious ma-

nipulation of DVFS in current commercial ARM-based

devices for stealing secret data and the highlighting of

different true challenges.

• The introduction of a malicious exploitation of energy

management mechanisms able to lock a device making

services and data inaccessible.

• The implementation of this technique onto two different

recent and widely used commercial devices.

The remainder of this paper is as follows: In Section II we

provide background related to our work by explaining the

importance and principle of DVFS mechanisms, as well as

previously presented work on possible malicious usage of

DVFS. In Section III we first elaborate the threat model, the

considered scenario and targeted system are presented and the

conditions and assumptions of this work are explained. Next,

in Section IV the main steps to exploit the technique presented

in this work until the device locking are presented. Section V

presents the implementation of the proposed technique on two

different current commercial ARM-based devices as well as

the obtained results. Section VI discusses the limitations of

this work and gives some leads for possible countermeasures.

Finally, Section VII concludes this paper.

II. BACKGROUND AND RELATED WORK

A. Dynamic Voltage & Frequency Scaling

Dynamic Voltage & Frequency Scaling was first introduced

in 1994 [1] and today it is one of the most used energy saving

mechanisms in embedded systems such as in the smartphone

industry. DVFS is based on the ability to control frequency
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and voltage of a certain core or of a cluster in a SoC in order

to dynamically trade processing speed for energy according

to the system requirements. This mechanism encompasses a

hardware component to control voltage and frequency and an

energy aware software.
The hardware component, as shown in Fig.1, includes at

least one voltage regulator and a frequency generator. Voltage

regulators are part of the Power Management Integrated Cir-

cuit (PMIC). In ARM big.LITTLE architecture, for instance,

the PMIC uses the same voltage for all the cores in a cluster.

However, it is rarer but possible to find some devices using

individual regulators for each core (e.g., Qualcom implemen-

tation of Snapdragon 800). The frequency is controlled by the

Phase Locked Loop (PLL) circuit built in the SoC.
The software side, as shown in Fig.2, is composed of

two layers. The first one is the energy aware application,

which chooses the right voltage and frequency couple (also

called operating point) depending on the processor load. The

second layer is composed of the kernel module and the driver

responsible for communicating new values of the operating

point to the hardware. Most of the manufacturers use their

own drivers with the PMIC, while the frequency is mostly

controlled by software like cpufreq often available in Linux-

based Operating Systems (OS). Cpufreq can also control the

voltage through the vendor driver.
In most of the cases, a device equipped with DVFS has

predefined operating points of frequency and voltage where the

vendor guarantees the processor works in perfect and stable

conditions. The role of cpufreq is to switch between those

operating points depending on the CPU usage. However, the

user can develop its own drivers in order to directly control the

regulators either by writing on the register or by using kernel

Application Programming Interfaces (API). By maliciously

manipulating the voltage and frequency levels, it is possible

to force the processor into unstable operating conditions that

can lead to the introduction of faults in its operation.

B. Security Vulnerabilities of Energy Management Mecha-
nisms

In a sequential circuit, when selecting a frequency level,

the clock period must be greater than the critical path; the

time for a flip-flop to lock on, plus the time for the data to
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Fig. 2: Implementation of the DVFS mechanisms software

stabilize. Failing to respect this timing constraint might result

in input and output flip-flop desynchronization that can cause

the introduction of faults in the CPU operations.

In an integrated circuit, the voltage has a direct influence to

the critical path. By decreasing the supply voltage, the critical

path increases. By simultaneously increasing the frequency, it

is then possible to break the previous timing condition forcing

the system into an unstable mode.

Previously, in [5] this vulnerability has been exploited to

inject faults into a processor core. By injecting faults during

an AES encryption, authors were able to use DFA to reduce

the number of possible encryption keys until it was possible

to use brute-force to find the correct secret key. Moreover, this

technique was also used to corrupt the execution of an RSA

signature verification algorithm and force the verification to

allow the execution of a malicious application within an ARM

TrustZone. This kind of faults injection does not require any

kind of physical access to the system as DVFS can be remotely

manipulated. However, compared to classical fault injection,

one of the main challenges of this technique is the necessity for

very high fault injection precision. For instance, a fault must

be injected within 65000 instructions in an algorithm lasting

millions of instructions. Furthermore, accessing the voltage

and frequency regulators requires for the attacker to have root

privileges. Finally, as rooted smartphones are the main target

of the work in [5], a second important challenge is today’s

devices safetynet API [6]. This API verifies the integrity

of the system with a distant server and informs important

applications if any modification has been made (e.g., if the

smartphone has been rooted). Consequently, recent rooted

smartphones would not be able to execute critical applications

(e.g. Google services, bank applications, ...).

Same researchers started to work on possible leads to

prevent malicious usage of energy managers. In 2019, they

proposed a machine learning algorithm to detect malicious

usage of the DVFS [7]. Moreover, a different work proposed

a chip called Fame [8], in order to detect and mitigate
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hardware faults. Both solutions are interesting but require

to add an integrated circuit to the SoC. These and other

possible countermeasures are further discussed in Section VI.

In this work we target very recent commercial devices, that

do not encompass any additional hardware for fault injection

mitigation.
A different work [9] presents a different malicious usage

of DVFS mechanism. The main goal of this usage is to

secretly transfer information from a task executing in the

secure world on an ARM TrustZone (or from a non-secure

third-party IP), to a second malicious task executing in the

normal world by using the DVFS mechanism as a hidden

channel of communication. The main idea is the encoding of

the information to be sent into different values of voltage and

frequency. On the reception part, the second malicious task

decodes this information. This technique requires however an

already corrupted task executing within the secure world of a

TrustZone processor.
In related works, when maliciously manipulating energy

management mechanisms, it is either necessary to have high

precision to target specific instruction in the victim task when

introducing faults, or to rely on a malicious task that is

already executing in the secure world of the Trusted Execution

Environment (TEE). In this paper, we explore the possibilities

of a malicious manipulation of DVFS mechanisms on recent

commercial devices under realistic conditions. Contrary to

these previous works, our goal is not to steal secret information

on the device but to take control and make every device

services and data inaccessible.

III. THREAT MODEL

A. Scenario

The main goal of this work is to explore the security

vulnerabilities of today’s commercial devices when DVFS

mechanisms are maliciously manipulated. Our work shows

that while stealing secret information with this technique is

unlikely in today’s devices, making a device inaccessible (ser-

vices and data) is still possible in current sophisticated devices.

In a possible exploitation scenario considering a smartphone

for instance, the attacker is able to remotely lock the device

and possibly ask the owner for a ransom. The device owner

(victim) can then whether wipe out all the data and restart the

device (loosing all data) or to pay a ransom to gain access

to the device back. It is worth noting that in this work, the

attacker locks out the device by generating a remote hardware

fault and not by encrypting any data. This makes a great

advantage, as OS and antivirus are more and more resistant to

encryption-based cyberattacks such as WannaCry [10].
Furthermore, in order to explore the possibilities of a

normal, yet malicious user, we consider that the targeted

device is a black-box for the attacker. This assumption is

realistic as SoC companies do not often release information

about consumer devices. Therefore, only the publicly available

information is used to perform the attack. Moreover, physical

access to the system is not required for the attacker, instead

the attacker must be able to execute on the victim’s device a
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execute the previous 
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Fig. 3: Required steps from the attacker point of view

corrupted application. In the smartphone domain for instance,

this application could be downloaded on the phone. Thus, only

access to voltage and frequency regulators is required. This

later condition can be fulfill through different techniques that

will be presented in next Section. These attack conditions raise

some important implementation challenges that are discussed

in Section V.

B. Targeted System

In today’s multi-core systems cores are generally grouped

according to their type into different clusters. One example

is the ARM big.LITTLE technology which is widely used in

industrial SoCs. This architecture includes 2 (or more) clusters

of homogeneous cores:

• the big cluster includes 4 high performance cores for

heavy load tasks.

• the LITTLE cluster implements 4 small cores for low

load tasks and less power consumption.

The main advantage of this architecture is it’s ability to

dynamically adapt the computation load to higher or lower

performance cores according to the needs in order to reduce

the overall energy consumption. Most of the SoC using ARM

big.LITTLE technology are equipped with per cluster DVFS

(see Fig. 1). Consequently, all cores within a cluster share

the same voltage and frequency level and are all impacted by

voltage/frequency modifications. Rarer implementations such

as the Qualcom Snapdragon 800 [11], support per-core DVFS.

IV. MALICIOUS DVFS MANIPULATION TECHNIQUE

The main steps to implement the proposed attack are

summarized in Fig. 3.
Installing malicious application: the proposed attack does

not require any physical access to the victim device. Instead

the access to the device is done through a corrupted application

which executes into the device. This later can be installed

by the user (the victim), downloaded on an app’s store for

example.
Manipulating the voltage: Target devices are supposed to

be equipped and to support DVFS, granting the user the
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ability to modify the voltage and frequency. Usually the

vendor will specify some operating voltage and frequency

points (operating points) where the device runs in perfect

and stable conditions. However, these operating points are

not hardware enforced. Our purpose is then to manipulate the

voltage beyond those limits, while the frequency is fixed in

order to force the system into an unstable operating mode.

This step can also be done by fixing voltage and modifying

frequency. However, the target device is a black-box and most

of the registers are unknown. Thus, modifying the frequency

can only be done through cpufreq which will add latency

between each change. Note that there is also no safeguard

limit when choosing a voltage level due to the high difference

of a critical path between different chips, even between dies

on the same wafer, making it very difficult to set a physical

limit for the regulators.

Freezing the device: Modifying the voltage beyond the SoC

operating limits results in the introduction of faults that might

be critical in the execution of the OS. These can cause the

device to freeze and to be unable to recover until it reboots.

Repeatedly locking the device: The attacker must have

the ability to permanently keep the device outside its stable

Voltage/Frequency zone either by changing them during boot

or just after the booting phase. Thus, gaining the ability to

modify the voltage once the device finishes booting.

In the next Section, these different steps and the faced

challenges are explained.

V. IMPLEMENTATION AND RESULTS

A. Targeted system

For proving the feasibility of the presented attack technique,

we chose two different recent commercial SoCs widely used in

the smartphone domain. The Odroid Xu4, that uses an octacore

ARM big.LITTLE architecture (same chip than the Samsung

S5 phone and the Exynos 5422), and the Hikey960 board using

a more recent chip and sharing the same SoC that in the Kirin

960 architecture (from 2018) used in the Huawei Mate P10

smartphone.

There is an important difference between these two boards

related to our work: In the Odroid Xu4, it is possible to control

the frequency and the voltage independently, while for the

Hikey board, the voltage can only be configured for a certain

frequency, which means that the voltage will automatically

change according to the frequency value. Moreover, the Hikey

board is more recent and sophisticated and includes a co-

processor responsible for the dynamic frequency and voltage

level selection. These devices are widely used in the smart-

phone industry and we then choose to deploy the attack using

an Android software stack which is build on an UNIX-based

OS (namely Linux).

B. Implementing the attack

We assume that a malicious application is executing into

the victim device (e.g., smartphone users). This application

requires to gain access to the control of the device voltage.

There are two ways to access voltage (and frequency) regula-

tors in a Unix kernel-based OS:

By directly accessing the hardware voltage/frequency reg-

isters: However, in most of the cases, commercial SoCs used

in the smartphone industry cruelly lack from technical docu-

mentation and vendors rarely provide the source of their OS.

Consequently, most of the registers addresses are unknown.

By using the Linux regulator API [12]: In this case, only

the name assigned to the regulator by the driver is needed.

This last can be found in /sys/class/devices/regulator/regula-
tor.number/name. In this work, this later solution was chosen.

In the Odroid XU4 board, the regulator for the big and LIT-

TLE cluster are called “vdd arm” and “vdd kfc” respectively.

In the Hikey board, even if there is a coprocessor responsible

for the DVFS management, we were able to directly commu-

nicate through messages the desired new values for voltage (as

well as for frequency) without any further control or required

access rights.

After ensuring that the malicious application can access

these regulators, the next step is to set the exclusive access

and denying any other thread from accessing it (e.g., cpufreq).

Exclusive access to regulators is possible as long as no other

modules are currently using it. In order to ensure this last

condition, modules using them must be first disconnected, for

instance, by binding and unbinding the PMIC driver. This

procedure will reset the regulators class structure, and free

them.

Finally, the malicious application must request an exclusive

access again and bind it to the kernel module. All those steps

must be done in the kernel space, consequently, the attacker

application must have privileged access. In android systems,

the root mode is deactivated. However, rooting an android or

jailbreaking an iPhone is a common and popular practice for

users who want to gain full control on their smartphones and

push them beyond the limits. This practice is a type of hacking
of consumer electronics. For this purpose a great number of

applications or custom ROMs were developed (e.g., magisk
[13]), able to unlock root privileges in the system without

requiring any password. This consumer community can count

up to hundreds of thousand users (e.g., up to 25 million magisk
downloads in the last 5 years [14]). Those users can all be

considered as potential target of the malicious usage of DVFS

presented in this paper.

C. Characterization results

The first step to maliciously exploit DVFS mechanisms is to

characterize the SoC in order to determine the voltage and fre-

quency limits. These limits can be determined experimentally.

For this purpose, the victim and the malicious applications

must be executed on two different voltage/frequency islands.

This will allow the malicious application to control the volt-

age/frequency level of the victim island without self-faulting.

In our case this condition implies that the victim and malicious

applications must be executed into different clusters (for

instance by task pinning them into different cluster resources).

For these experiments, the malicious application controls the
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Fig. 4: Characterization of the Exynos 5422 and Kirin 960

clusters behavior when maliciously manipulating the volt-

age/frequency.

victim’s cluster energy management by fixing the frequency

to a certain value while setting the voltage level beyond the

vendor limits. Results, gathered in Fig. 4 for Odroid and Hikey

boards respectively, show different behaviors according to two

distinct voltage thresholds:

• First critical threshold: the victim application execution

is interrupted due to introduced faults , in most of the

cases segment faults showing an attempt to access files

in the memory with a NULL pointer. In rarer cases, the

introduced faults entail illegal instructions. Notice that

the malicious application is unaffected.

• Second critical threshold: after a second threshold

reached, the entire system no longer responds making all

services and data inaccessible until the system reboots.

D. Locking out a device

After the system characterization, it could be possible to

precisely control the injected faults by setting the voltage

to a value extremely close to the second threshold for a

very small and precise instant. This will allow to control the

exact instruction that will be affected by the voltage glitch.

However, we are limited by the minimum time required for

the regulator to set a new voltage value. To investigate this

point, we developed a kernel module to periodically modify

the voltage level and we monitored the SoC supply voltage

to determine the latency required between two consecutive

voltage changes. Our experiments in Odroid board show that

2.5ms are required to set a new voltage level, and this indepen-

dently of the frequency value selected. During these 2.5ms if

the CPU is running at the lowest frequency (200MHz) around

500.000 instructions are executed. This is 10 times higher

than the required amount of instructions needed to succeed in

classical fault injection. This experiment proves that there is

no control nor high precision possible over the fault injection

in this scenario. However, after further investigation we show

that it is still possible to maliciously exploit DVFS in this

scenario. Indeed, if the device voltage is set to a value between

the two thresholds, this will prevent some applications from

working properly, and after the second voltage threshold, all

system’s services and applications stop working and become

inaccessible until the system reboots.

Finally, in order to prevent the device owner from taking

control of the device after rebooting, solutions were developed

for each targeted board. First, for Odroid running Ubuntu

OS, the malicious kernel module responsible for accessing

the system regulators and used by the malicious application,

is permanently loaded during the booting process. This was

implemented without any control nor further required rights.

Second, for the Hickey running Android Open Source Project,

it is not possible to permanently load a kernel module.

However it can successfully be loaded just after the booting

process each time the system reboots preventing the user to

take control of the system. This has been implemented through

the Android Intent functionality which allows communication

between threads. Intent works as interruptions, in our case

the malicious application is able to detect the end of the

booting phase (through the ACTION BOOT COMPLETED
event) which triggers the load of the malicious kernel module.

A possible exploitation of the malicious manipulation of

DVFS presented in this work is illustrated in Fig. 5. After

detecting the end of the booting phase, the load of the

malicious kernel module is triggered. At the same time, the

attacker can verify if a certain ransom for instance has been

System booting

Attacker veri es payment

Attacker loads module

Attacker maliciously 
mod es voltage level

System freezes until it 
reboots

No action is taken

PayedNot payed

Boot detected

Fig. 5: Summarized steps required for the attacker to success-

fully implement the attack
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payed which will allow the user to take control of the device

back again. Otherwise, the malicious application will take

control of the energy management of the system in order

to manipulate the voltage and frequency levels and force the

system to freeze until it reboots again.

VI. DISCUSSION

This type of malicious usage of DVFS was developed in the

case where stealing information is not possible, either due to

Android SafetyNet API or due to the inability to inject faults

with the required precision and the lack of documentation

on the target. This work proves that it is still possible to

implement a simple yet sophisticated attack to permanently

lock out a device, potentially until the user pays a ransom.

The main objective of this work is to highlight the security

flaws of energy management of today’s commercial devices.

While in this work the frequency was fixed and the voltage

was dynamically modified, the contrary is also possible if

the board documentation is available and gives information

to be able to directly access the registers of the PLL. Notice

that Unix cpufreq does not provide the required control for

setting frequency values (the minimum frequency step being

100MHz).

It is also worth noting that this attack can be implemented

to any smartphone or architecture using DVFS or similar

energy managers as long as the attacker can control the voltage

and frequency and drive regulators beyond the recommended

voltage. Therefore, the most straightforward countermeasure

would be to add hardware or software limits. However, chips

usually have different operating limits and there are factors

that might affect the critical path (e.g., temperature). Therefore,

margins must be taken into account when voltage limits are

fixed. Moreover, these limits would require to be bond to given

values of frequency for each board.

A second possible countermeasure would be adding more

protection over the control of the DVFS. For example only

trusted applications running on a higher privileged level than

the root user or OS (in case TEE is supported) could access

the voltage and frequency regulators. This countermeasure will

protect the user against the attack. However, the DVFS, which

was developed to reduce the power consumption, will loose

some of its benefits.

While some efforts have been done to propose additional

chips in order to detect potential faults injection ([7][8]), they

aim at classifying malicious glitches where the objective is

to gain access to secret data. However they do not aim at

preventing them, and therefore they do not have any impact

on malicious manipulation of DVFS able to lock the device

such as the technique presented in this work.

VII. CONCLUSION

Today’s embedded devices generally support energy man-

agement mechanisms. The main objective of this work was to

investigate the feasibility and the capabilities of the malicious

manipulation of DFVS in today’s commercial devices. We

considered the example of smartphones. After the implemen-

tation of the proposed technique on two recent, widespread

ARM-based multi-core boards (Odroid and Hikey), our experi-

ments show that it is possible to maliciously manipulate DVFS

mechanisms through software in order to introduce faults into

the system operation that can result in the lock out of a device

making all system services and data completely inaccessible.

With this work we highlighted important security flaws in

the energy management supported by most energy constrained

embedded systems and the necessity to address them. In future

work we plan to investigate possible software and hardware

leads for mitigation.

ACKNOWLEDGEMENT

This PhD work is founded by Pays de Loire in the frame

of the RFI WISE program.

REFERENCES

[1] D. P. JL Hennessy, “Computer architecture: A quantitative approach.
morgan kaufmann publishersinc.” San Francisco, CA, USA, 1990.

[2] H. Bar-El, H. Choukri, D. Naccache, M. Tunstall, and C. Whelan, “The
sorcerer’s apprentice guide to fault attacks,” Proceedings of the IEEE,
vol. 94, no. 2, pp. 370–382, Feb 2006.

[3] “Exynos 5422 reference.” [Online]. Available:
https://www.samsung.com/semiconductor/minisite/exynos/products/
mobileprocessor/exynos-5-octa-5422/

[4] “Arm white paper, big.little technology: The future of mobile,
https://www.arm.com/files/pdf/big little technology the futue of mob-
ile.pdf,” 2013.

[5] A. Tang, S. Sethumadhavan, and S. Stolfo, “CLKSCREW:
Exposing the perils of security-oblivious energy management,”
in 26th USENIX Security Symposium (USENIX Security 17).
Vancouver, BC: USENIX Association, 2017, pp. 1057–1074. [On-
line]. Available: https://www.usenix.org/conference/usenixsecurity17/
technical-sessions/presentation/tang

[6] “Safetynet api documentation.” [Online]. Available: https://developer.
android.com/training/safetynet

[7] S. Zhang, A. Tang, Z. Jiang, S. Sethumadhavan, and M. Seok, “Blacklist
core: Machine-learning based dynamic operating-performance-point
blacklisting for mitigating power-management security attacks,” in
Proceedings of the International Symposium on Low Power Electronics
and Design, ser. ISLPED ’18. New York, NY, USA: ACM, 2018,
pp. 5:1–5:6. [Online]. Available: http://doi.acm.org/10.1145/3218603.
3218624

[8] “Fame, fault-attack awareness using microprocessor enhancements.”
[Online]. Available: https://sites.google.com/view/famechip/

[9] L. B. El Mehdi Benhani, “Dvfs as a security failure of trustzone-enabled
heterogeneous soc,” 25th IEEE International Conference on Electronics
Circuits and Systems, 2018.

[10] “White paper - the wannacry ransomware attack,” 2017. [Online].
Available: http://cert-mu.govmu.org/English/Documents/WhitePapers/
WhitePaper-TheWannaCryRansomwareAttack.pdf

[11] “Snapdragon 800 reference.” [Online]. Available: https://www.
qualcomm.com/products/snapdragon-processors-800

[12] “Voltage and current regulator api.” [Online]. Available: https:
//www.kernel.org/doc/html/v4.15/driver-api/regulator.html

[13] “Magisk costum rom.” [Online]. Available: https://github.com/
topjohnwu/Magisk

[14] “Download counts of magisk,” 2019. [On-
line]. Available: https://forum.xda-developers.com/apps/magisk/
official-magisk-v7-universal-systemless-t3473445

1048 Design, Automation And Test in Europe (DATE 2020)



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (None)
  /CalCMYKProfile (None)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.7
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
    /BGR <FEFF04180437043F043E043B043704320430043904420435002004420435043704380020043D0430044104420440043E0439043A0438002C00200437043000200434043000200441044A0437043404300432043004420435002000410064006F00620065002000500044004600200434043E043A0443043C0435043D04420438002C0020043F043E04340445043E0434044F044904380020043704300020043D04300434043504360434043D043E00200440043004370433043B0435043604340430043D0435002004380020043F04350447043004420430043D04350020043D04300020043104380437043D0435044100200434043E043A0443043C0435043D04420438002E00200421044A04370434043004340435043D043804420435002000500044004600200434043E043A0443043C0435043D044204380020043C043E0433043004420020043404300020044104350020043E0442043204300440044F0442002004410020004100630072006F00620061007400200438002000410064006F00620065002000520065006100640065007200200036002E0030002004380020043F043E002D043D043E043204380020043204350440044104380438002E>
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200036002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200036002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /CZE <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>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /ETI <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>
    /FRA <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>
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
    /HUN <FEFF0045007a0065006b006b0065006c0020006100200062006500e1006c006c00ed007400e10073006f006b006b0061006c002000fc007a006c00650074006900200064006f006b0075006d0065006e00740075006d006f006b0020006d00650067006200ed007a00680061007400f30020006d00650067006a0065006c0065006e00ed007400e9007300e900720065002000e900730020006e0079006f006d00740061007400e1007300e10072006100200061006c006b0061006c006d00610073002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740075006d006f006b006100740020006b00e90073007a00ed0074006800650074002e002000200041007a002000ed006700790020006c00e90074007200650068006f007a006f007400740020005000440046002d0064006f006b0075006d0065006e00740075006d006f006b00200061007a0020004100630072006f006200610074002000e9007300200061007a002000410064006f00620065002000520065006100640065007200200036002c0030002d0073002000e900730020006b00e9007301510062006200690020007600650072007a006900f3006900760061006c0020006e00790069007400680061007400f3006b0020006d00650067002e>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 6.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200036002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /LTH <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>
    /LVI <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>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 6.0 en hoger.)
    /NOR <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>
    /POL <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>
    /PTB <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>
    /RUM <FEFF005500740069006C0069007A00610163006900200061006300650073007400650020007300650074010300720069002000700065006E007400720075002000610020006300720065006100200064006F00630075006D0065006E00740065002000410064006F006200650020005000440046002000610064006500630076006100740065002000700065006E007400720075002000760069007A00750061006C0069007A006100720065002000640065002000EE006E00630072006500640065007200650020015F0069002000700065006E00740072007500200069006D007000720069006D006100720065006100200064006F00630075006D0065006E00740065006C006F007200200064006500200061006600610063006500720069002E00200044006F00630075006D0065006E00740065006C00650020005000440046002000630072006500610074006500200070006F00740020006600690020006400650073006300680069007300650020006300750020004100630072006F0062006100740020015F0069002000410064006F00620065002000520065006100640065007200200036002E003000200073006100750020007600650072007300690075006E006900200075006C0074006500720069006F006100720065002E>
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
    /SKY <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>
    /SLV <FEFF005400650020006E006100730074006100760069007400760065002000750070006F0072006100620069007400650020007A00610020007500730074007600610072006A0061006E006A006500200064006F006B0075006D0065006E0074006F0076002000410064006F006200650020005000440046002C0020007000720069006D00650072006E006900680020007A00610020007A0061006E00650073006C006A006900760020006F0067006C0065006400200069006E0020007400690073006B0061006E006A006500200070006F0073006C006F0076006E0069006800200064006F006B0075006D0065006E0074006F0076002E0020005500730074007600610072006A0065006E006500200064006F006B0075006D0065006E0074006500200050004400460020006A00650020006D006F0067006F010D00650020006F00640070007200650074006900200073002000700072006F006700720061006D006F006D00610020004100630072006F00620061007400200069006E002000410064006F00620065002000520065006100640065007200200036002E003000200074006500720020006E006F00760065006A01610069006D0069002E>
    /SUO <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>
    /SVE <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>
    /TUR <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>
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
    /ENU (Use these settings to create Adobe PDF documents suitable for reliable viewing and printing of business documents.  Created PDF documents can be opened with Acrobat and Adobe Reader 6.0 and later.)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


